
According to the National Association for Convenience Stores: 

37 million Americans refuel every day. 

Of them, 29 million pay for fuel with a credit or debit card. 

When skimming occurs at a gas station, it usually takes place at only one pump. 

A single compromised pump can capture data from 30 to 100 cards per day. 

The deScammer is a device to help you avoid credit card skimming. 

30% of businesses leave your credit card open to hackers 
Easy to use 
Use deScammer™ to protect yourself from credit card fraud. Press the
button and our portable fob device will detect credit card skimmers at gas
stations, ATMs or anywhere thieves try to steal your personal credit card
info. Green means you’re transaction is safe . . . red means watch out! A
skimmer is detected. One touch detects if your credit card transaction is Safe
safe.
In the past, bad guy scammers had to return to the fuel pump or ATM to retrieve their skimmers.  

Today, the scammers are using Bluetooth technology to glean your credit card or debit card 

information.  The crime is called bluesnarfing or blue skimming, and the scammers can sit 100 yards 

away in their vehicle while credit and debit card information is transmitted to their laptop.  The 

deScammer Device will detect the presence of these known Bluetooth transmitters that are commonly 

used by the scammers.    

Not ALL skimmer devices emit a transmission the deScammer only picks up transmitting devices. 

It is possible to pick up other  Bluetooth devices with the deScammer. 

It is the users responsibility to do a physical inspection  

How it works 

Red means a transmitting device has been 

found. 

Green means safe 

Green means no transmitting device is 
found.

Red means watch out 



Step 1. Plug in USB cable and charge fully before use. A green light will appear once fully charged. 

Step 2. When in an area of concern point the device directly at the object i.e. gas pump, the red light 

will begin to flash as the unit is searching for illicit signals  wait for the green or red light to be solid. Unit 

is done detecting 

Step 3. Stop and Physically look at the credit card reader. Not all skimmers, especially older ones, have a 

Bluetooth transmitter, so no device will help you detect them. Always take a look at the card reader to 

see if it looks different than the rest of the equipment in either color or age. Grasping the card reader 

and giving it a tug can also detect when a skimmer has been slipped over the card reader. Always use 

detectors and physical security. 

The One Touch Solution to Stop Credit Card  
46% of Americans have been affected by credit card fraud 

Disclaimer the deScammer is designed as an aid to help find credit card skimmers. It is picking up 

Bluetooth transmission, some credit card skimmers do not use Bluetooth.  It is the user responsibility 

to ensure proper use and be aware of the limit of this device. KJB, deScammer and all agents are not 

responsible if credit card fraud occurs after use of the deScammer device. 




